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LIST OF SUCCESSBMRESIONS:

Version Date Changes

1 14/05/2013 | Creation

Addition of the registration document:

- ISO/IEC Standard 17065:2012
2 09/12/2014 | addition of the special case of software in Chapter 4.6.
Addition ofclarification on the certificate in Chapter 4.8.

Addition of reference documents:
- ISO/IEC 17020 standard: 2012
- Standard EN 50126 (2017)
- Standard EN 50129 (2018)
- |EC EN 61508 (2011) standard
- IS0 26262 (2011) standard
- Standard EN 50657 (2017)

3DA 04/07/2018 |Addition of cybersecurity standards
Deletion of the document:
- Standard NF EN 45011 (1998)

Reference replacement in Annex 1:
- RFUSTRO16 replaces RFRF000-16

Extension of the special case of software to products withoy
safety records in Chapter@t.

3DB 03/01/2019 |Internal review

3DC 12/02/2019 |Validation commission 1st submission

3 15/03/2019 |Validation commissiogst submission
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1. OBJECT AND AREA OPWEATION

This reference document establishes the requirements and the procedure for the certification of
the safety integrity level of productsikely to be used in guided transport systems.

The certification described in this reference document is a-ygrtification by design examination,

as specified in COFRAC documentREFH9.

Subsequently it does not fall under the scope of applicatiohthe French Consumer Code.

2. REFERENCE DOCUMENTS
For undated references, the last published version applies.

T L{hk/ 9L wmtncpY HamH { Ul oReguindiRentsfordobdiesdNiNyhg &
LINE RdzOG a4 LINRPOSaasSa FyR aSNWAOSas

1 ISO/CEI 172D:2012 Standard« Requirements for the operation of various types of bodies
performing inspection

1 EN501261999 2017 standard Railway applications The specification and demonstration
of Reliability, Availability, Maintainability and Safety (RAMS)

1 EN50128(2001, 2011standard Railway applicationg Communications, signalling and
processing systemsSoftware for railway control and protections systems.

1 EN 501292003 201§ standard Railwayapplications¢ Communication, signalling and
processing sstemsg Safety related electronic systems for signalling.

1 EN 50657 (20173tandard Railways ApplicationsRolling stock applicationsSoftware on
Board Rolling Stock

1 1SO 26262 (2011Road vehicleg Functional safety

1 IECEN 61508 (2011)unctionalsafety of electrical/electronic/programmable electronic
safetyrelated systems (various parts).

These may be supplemented, when required, by other standards (the last published version applies

1 EN 50121: Railway applicationSlectromagnetic compatilify (various parts)

1Ly GKAa&a NBFSNBYyOS R20dzySy iz GKS GSN)XY GLINRRdzOGE NBFSN
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1 EN 50125: Railway applicationBnvironmental conditions for equipment
1 EN 50155: Railways Applications Electronic Equipment Used on Rolling Stock

1 EN 50159: Railway applicationSommunication, signalling and processing systems.
Safetyrelated communication in transmission systems.

1 IEC/ISO standards on cybersecurity: ISO 27000 series, ISO/IEC/TR 19791 and IE
62443 series (*)

* These cybersecurity standards are also useful to take into account the funcéfatalisipacts of
electronic afety systems for signalling railway applicatiomghich are simply additional effects of
threats generally considered by cybersecurity.

3. DEFINITIONANDABREVIATIONS

The definitions of the following reference documents are applicable:

COFRAC:h YAUS CwlyeerAda RQ!/ NBRAGFGAZ2Y

The safety integrity level of products and software is designated by the English acgbinyexcept

dzy RSNJ 0 KS 9bpnamuHyYHnnam {GFyRFENR F2N a2F061 NEX
SSIL

ISA: IndependentaBety Assessor.

Manufacturer: entity responsible for demonstrating to the ISA that product or system being
assessed meets the required safety integrity level. They are responsible for organising the audits
required by the ISA and providing them with a#cessary documents relating to the design,
manufacturing, installation, verification, testing, safety studies and use of the product or system.

THR: Tolerable Hazard Rate: the maximum permissible hazard rate.
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4.  PROCEDURES AND REGWIENTS

The followingparagraphs describe the chronological stages and associated requirements.

All operations associated with the certification service, including those not mentioned in this
NEFSNBYOS R20dzYSyd > o6dzi F LILISF NA Y 3 A e dkdcised LINP
in compliance with all requirements of tH80 17020 / ISO 1708%ndard the IARInternational
Accreditation Forumand EAEuropean Accreditatiorguides and COFRAC documents applicable to
the type certification.

In particular, the certifiation body must possess and maintain a complete system of procedures,
instructions and formgsompliantto SO 17020 / ISO 17065

4.1. Detailed definition of the product or system to be certified

The certification body must accurately define, in conjunction withapplicant the limits of the
product or system to be certified, explaining:
- the physical architecture, the components and the internal and external functional and
technical interfaces,
- the standards which are applicable for the project
- the functions of the product or system,
- the list of software and hardware, as well as the safety integrity level (SIL and SSIL) and the
safety targets (THR, undesired events) for each one.

It is possible that the certification of the product or system also includes processes to be assessec
(e.g. processes such as parameterisation or downloading). These must be stipulated.

4.2. Creation of the assessment plan

The certification body will estalslh an assessment plan detailing at least the following aspects:

1 The list of successive versions and modifications made

1 The names of the writers (and verifiers, if any)

1 The Identity othe applicant

1 The context of the mission (a short description of the project which will use the
product or system, the assessment stages when there are more than one, the
history of assessments when previous versions have already been subject to an
assessment)

1 The idenity and limits of the product to be assessed (see 84.1 of this document),
as well as the processes to be assessed, if any

9 Identification of the standards which will be used in the assessmerdrding to
the standard presented in Chapter 2, (see alsobklow...)When assessing
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1
1
1

existing products which have been modified, the applicable requirements of the
standards must be specified

The stages included in the assessment (Risk analysis, Specifications, Allocation o
requirements, Design, manufacturindnstallation, unit testing, integration
testing, laboratory tests, osite tests, safetgase, operation and maintenance)

If the assessment concerns a generic product, a generic application or a specific
application (such as those defined in the EN 3éd&&d EN 50128tandard)

The identification of the persons involved, if known

The assessment method (number of audits, documentary reviews, visits, and if
possible, the depth of documentary reviews). Also state whether the assessment
Is agapassessment whea previous version of the product or system has already
been subject to an assessment

The crossacceptance activities (list of assessment reports to be sent to the ISA)
The list of assessment tasks

The deliverables (audit reports, assessment reports, foeate)

And, if required:

1
1

1
1

A list of attachments and appendixes

The special provisions (language, sampling, confidentiality, staff safietyetion

of tasks to partners, suD2 Y 1 N>} O 2NBA 2NJ O2y (G NJ OG 2 NB
Assumptions

A schedule

The assessment plan mag updated as many times as necessary during performance of the

service.

4.3. Agreement of the requesting party on the proposed certification

Theapplicantmust approve the assessment plan and undertake to comply with the obligations
of the applicantstipulated in thelSO 17020 1SO 17065 Standard.

4.4. Tasking of parties involved

The parties (individuals and/or organisations) responsible for assessing the conformity of the
products will be selected based on their competence and their independence ufdeytake to
maintain all information gathered during their mission confidential.

—-——‘-
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45. Performance of the assessment

The parties tasked by the certification body perform the conforreigmination in regards to
the standards specified in the assessment plameyTare then acting in the capacity of the
"assessmen? T T An@efadds to the following standards.

The standards useare :

1
1

=

= == =4 =4 -

EN 50128 for railway control and protection system software
EN 50657 for embedded software for railway rolling stock

EN 50129for signalling, telecommunications and processing products and systems.
Electronic safety systems for railway signalling.

EN 50126 for railway systems and assemblies

EN 50121 for EMC requirements

EN50125 and EN50155 for requirements relating to physicat@mmental conditions
EN50159 for requirements relating to safety communications

ISO 26262 for autonomous vehicles and other areas where there is an overlap between rail
and other areas

CEEN 61508 for safetselated electrical / electronic / programmable electronic systems not
specific to railway applications

It is strongly recommended to commence and conduct the assessment in parallel with the
development cycle of the product or system.

The Independent safety assessment must include:

- An assessment of the quality and safety management system of the entity
(manufacturer) in charge of the design, manufacturing, installation, verification,
testing, safety study and use of the productsystem.

- An assessment of the quality and safety management system applied during the
project.

- An examination of the design of the product or system.

When an assessment only covers modifications to the product or system and, in order to make the
modifications, the manufacturer resubmits the organisation and processes audited and accepted by
the ISA during the previous stage, the ISA may decide that a new audit of the quality and safety

—-——‘-
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management system is not required.

a) The guality and safety management syst

The ISA must ensure that the standards defined in the documents created in 84.1 and 84.2 are
implemented within the framework of the policies applied by the company, based on a Quality
Management System which conforms to the provisions of the 1ISG2004 standard.

When the manufacturer operates a certified quality management system by an accredited
certification body for the design and manufacturing of the product or system in question, the ISA
shall take this into account in his assessment.

The team ofauditors must have experience in quality and safety management systems and have at
least one member experienced as an assessor in the product or system and the technology
concerned, as well as knowledge of the standards defined in the documents creagddlimand

84.2.

¢KS | dzZRAG oAttt AyOfdzZRS |y aaSaayvySyid orard
examine documentation describing the processes, methods and tools, as well as all technical
documents produced during the development oétproduct or system under assessment, in order

to verify the ability of the manufacturer to implement these processes, methods and tools and to
ensure conformity with the requirements of the standards defined in the documents created in §84.1
and §84.2.

Theauditing team formalises their conclusions in an audit report.

b) Surveillance of the quality and safety management system

The purpose of surveillance is to make sure that the manufacturer duly fulfils the obligations arising
out of the approved qualitynanagement system.

The assessment will affect all phases, including design, manufacturing, installation, verification,
testing and safety studies.

The ISA will periodically perform audits to ensure that the manufacturer maintains and applies the
quality ard safety management system. These audits will take place every two years at least if the
certification contract is still in progress.

The auditing team will formalise their conclusions in an audit report.
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c) Examination of the design

The manufacturer must provide the ISA with all documentation regarding the product or system to
enable them to understand the design, manufacturing, installation, verifications, testing, as well as
safety studies and user manuals, in order to evaluatertb@mpliance with the requirements of the
standards defined in the documents created in 84.1 and 8§4.2.

The ISA must assess the documentation for all software, hardware (programmable electrical,
electronic and electronic components), assemblies and parahBtél G A 2y LINR OSa i
assessment will also affect the software development cycle, the hardware development cycle and
the software and hardware integration. During the documentary assessment, the ISA will make sure
that:

- the safety requirements argaceable over the entire life cycle

- the techniques and methods specified in the quality and safety management system are
implemented

- the safety verification and validation processes have been implemented

- the functional and technical safety requirementsofrect operation under failuréree
conditions, the impacts of failures and external influences) are verified.

in compliance with the requirements of the standards defined in the documents created in 84.1 and
84.2.

The ISA may perform sample verifications of the documentation, but may also perform a more in
depth assessment depending on the criticality of the information contained in the documentation.
The depth of the assessment must always be at least equivaletitetdprocess audit + design
SEFYAYLFGA2YEé aGALIMzF SR Ay ! LWISYRAE oo

The documentary assessment must be conducted by assessors who are competent in the technique
and methods implemented by the manufacturer.

The ISA must conduct visits during tests in otdegauge the relevance of the tools and methods
used and to ensure compliance with the quality and safety management system during testing. The
ISA may require additional tests to be performed.

When a part of the product or system has already been asdebgean independent
organisation, the ISA may take this into account to avoid repeating the assessment.
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ISA then examine:
1 the recognition of the organisation performing the assessment
1 the assessment method applied
1 the assessment report provided

Theassessment criteria used will be those defined in document®@BRlrafted by NBRAIL. (See
Appendix 1).

The ISA may, if required, request additional information necessary to the proper
understanding of the results of the assessment report (safety casegrigésn of the
O2yRAGAZ2YE 2F a@giS 2F GUKS LINRPRdzOG X

Ly GSN¥a 2F AylLdzi RFEGFZTZ GKS L{! gAfft I OOSL
laboratories, after making sure that all necessary tests have been performed based on the intended
use of the poduct or system. The ISA will make sure that the tests are properly admissible.
(Appendix 2).

The ISA will assess the safety case of the product or system. He will make sure that all risks identifie
in the Hazard Log are covered, and that safety congsaelating to usage (integration, operation
or maintenance) are clearly defined.
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4.6. Assessment reports
The assessment report(s) will cover at least the following aspects:

1
1
1
1
1
1

1
1

1
1

A review of the context of the service

The identity of the product undergoingpnformity assessment

The Identification of the standards used

The identification of the Assessment Plan

The Identification of the designer or manufacturer of the product, when it is not

the applicant

The names and roles of the persons involved (includirngcontractors) in the

conformity assessment

The names of the writers, checkers and approvers of the report

The scope of the assessment described in the report
The report must clearly detail the phases and/or parts of the product and/or
the sites subjecto the conformity assessment referred to in the report (an
extract of the assessment plan is permissible).

It must be stated whether the assessment affects a generic product, a generic
application or a specific application (such as those defined in thelatds EN
50126 and EN 50129)

It must also be stated whether the processes were subject to assessment (e.g.
parameterisation processes).

The constraints and assumptions used in the conformity assessment, if any
When the results of the conformity assessmemt only valid when
requirements are assumed to be complied with (functional, environmental,
2LISNY GA2yFE X0 (GKS&AS NBIdZANBYSylax
clearly defined. Assumptions made about famsessed parties must also be
mentioned.

Descrigiion of the conformity assessment work completed
And problems encountered, as well as provisions made to resolve them.

All discrepancies between the assessment plan and the actual work done must
be indicated and justified.
The visits and audits conductddring the project must be listed

Conformity assessment methods
The depth of assessments must be indicated, e.g. listing the documents
assessed using a sampling process.

Identification of assessed documents

Results

The assessment report must contain tbdwing elements:

- Justifications regarding crosgceptance activities

- When the assessment uses results obtained from other assessment missions, the
assessment report will include a summary of the assessment results for each of these
reports
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- The conclusits of audits of safety and quality management systems, as well as any
discrepancies found during the audits and their statuses (corrective actions in
LINEINBaas>x Of 2ASR NBaASNBIGA2Yaxo

- The list of hardware and software components assessed, their versiong)eaSdl
62N ! { L[V | OKASOSR O0aLISOATFAOLFIGAZ2Y 2F |
conclusions of the assessment for each of the components;

- The conclusions of the assessment of the product or system, its version, the SIL
achieved (specificatiod ¥ (0 KS a¢l wé A& Ffad2 NBO2YYS)

- The list of exported safety constraints, or a reference to the safety case when listed
therein.

Note: The assessment report must mention all discrepancies detected and
other open points, orefer to observation and question sheets and -non
conformity sheets, if any.

1 Conclusions.
- On the progress of the service (tasks performed, in progress, pending).
- On the conformity (or lack of conformity) of the product or system. When
nonconformities are remaining, the report must specify the extent of
additional assessments required.

Special case of products without safetase

Example for software: Standards EN 50128 and EN 50657 and ISO 26262 part 6 and IEC EN 61!
part 3 do not require that a software safety case be produced. Subsequently, the ISA will not always
have a safety case for the assessment of the exported useadaty £onstraints. Furthermore, the
behaviorof a piece of software will largely depend on the hardware on which it is executed.

The ISA must specify in its report:
- all phases of the lifeycle of the software are covered by the assessment, including
software/hardware integration and validation
- the safety constraints exported to the user of the software are defined by the
manufacturer.
- the hardware that can be used to run the software.

4.7. Certification decision

The decision to award certification or nisttaken by a committee comprising (in application of
GKS OSNIATAOFIGAZ2Y o02R&8Q& LINRPOSRdAzZNBa0yv YSYoS
assessment. The committee will base its decision on:

- the contents of the assessment report

- the presentation nade by the lead assessor
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- the answers provided by the lead assessor to the committee questions.

4.8. Certificates

¢KS GSEG 2F GKS OSNIAFTAOFGS adALIz I GSa (KL
certified, and that it only applies to the dign of the product (referred to) and the resulting
descriptive dossier.

The term of validity of the certificate and the certificate surveillance procedure are specified in
the procedures used by the certification body.

4.9. Remedies and appeals

The certification body will make itomplaintand appeals procedures available to tygplicant
In particular, the notification of refusal of a certificate must describe the appeal procedures
against this decision.

4.10. Use of the certificationB R& Q& Y I NJ

Type certification does not allow for the marking of products, packaging, notices or guarantee
OSNIAFAOIGSATZ 2N 0KS AyOfdzaAzy 2F GKS OSNIA
However, the holder may refer to the certificate in conformity and suitability for ustaceens,
as well as in letters, technical files, commercial tenders etc. They must then communicate:
- either the entirety of the information appearing on the certificate (including the list
of its appendixes)
- either the entirety of the information apgaring on the certificatandits
Appendixes
So as to avoid any confusion about the scope of certification.

In order to refer to certification on advertising literature specific to the product (brochures,
leaflets, advertising materials, audiovisddiSRA I 2 gSoaAidSax SioOo0x
previously authorised to use a logo created by the certification body. The latter will send the logo
and its conditions of use to the applicant.

4.11. Operations after certification

The certification body will gply the procedures for the surveillance, maintenance and renewal
established in compliance with ISO 17020 / ISO 17065.
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** % RECOMMENDATION FOR USE R
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* Ra|| o INTEROPERABILITY DIRECTIVE AND SUBSEQUENT | Date: 14/06/2018
* 4 * AMENDMENTS ON THE INTEROPERABILITY OF THE | Page 1 of 10
RAIL SYSTEMWITHIN THE UNION
TITLE
ACCEPTANCE OF ASSESSMENT REPORTS oN SAFETY PREPARED BY OTHER
PARTIES
ORIGINATOR SUBJECT RELATED TO
SGSTR, SGCCS, SGRST ANY TSI CCS, ANY TSIRST

DESCRIPTION AND BACKGROUND EXPLANATION

Scope/ Background for both CCS and RST

As part of the EC Verification the NoBo must evaluate whether safety related generic
products or their application in subsystems have been designed, validated and are
produced using a systematic approach — this is an important aspect of the evaluation
of the essential requirements ‘safety’ as defined in IOD and TSls.

Note: for the reason of simplification, distinction between generic product and
application is only used when necessary.

In this context the essential requirement for ‘safety’:

1. includes aspects which are in the industry called product safety, rail safety,
functional safety, occupational health and safety of railway related staff,
protection of health and safety of passengers, protection of health and safety of
other people such as people living near to a railway line. Here a limited overlap
with the essential requirement for ‘health’ exists.

2. ‘safety’ management must consider all reasonably foreseeable hazards, it is
however not required to include protection against significant criminal or military
attacks which may cause the product/installation under evaluation to
malfunction. This means, that small predictable abuse should be included but
more severe attack aspect can be evaluated by the applicant under self-
assessment outside of the TSI evaluation scope.

3. is often considered to include also the protection against significant damage of
the environment or the protection against significant material loss. An applicant
may therefore decide to include these aspects also into his safety management
activities. As these are not required by the TSI, they are outside the scope of
the NoBo.

Further: In this context the evaluation of safety is limited to the scope which is defined
by the TSIs and it is limited to the scope of the product/installation and the impacts of
this product/installation to the rest of the railway system.

In this context it is typical, that the NoBo evaluation is in parts informed by ISA Reports
and/or AsBo Safety Assessment Reports which often have been contracted by the
Applicant separately from the NoBo activities.

This RFU addresses the conditions for acceptance of such reports as evidence within
a TS| based NoBo evaluation.
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The NoBo is responsible to check if such reports are conforming to the related TSI
requirements in order to determine if the Applicant has fulfilled these requirements.

Note: There might be additional evidences used within the ISA report and/or AsBo
Safety Assessment Reports. These additional evidences shall be subject to the same
acceptance requirements as defined in this RFU.

Where necessary, this RFU distinguishes between the safety assessment of:
« |nteroperability Constituents (IC) and
e Subsystems (SubS).

Introduction for both CCS and RST

The 10D (ref. 1) and the related TSls mandate for certain parameters of |Cs and for
SubSs the assessment of the essential requirement for ‘safety’. There are two different
cases to be considered:

Case1: The TSls or the associated lists of Standards in the EU Official Joumnal either
mandate or recommend the application of the CENELEC range of standards (EN
50126, 50128, 50129, 50159, 50657) or of the CSM-RA. These standards/this
regulation are considered to represent good industry practice for systematic design
and production and validation of safety related products/installations.

Case2: Some TSIs mandate the use of parts of the CSM-RA regulation for the
assessment of certain precisely defined basic parameters of a SubS (e.g. “42559
door emergency opening” in the TSI LOC&PAS 1302/2014). Which parts of the CSM-
RA and to which extent the CSM-RA regulation shall be applied has to be defined in
the calling TSI itself (refer to §3 (a) of ref. 2). This case is currently only relevant for
TSILOCEPAS.

Evidence of compliance to the above requirements (the CENELEC standards and/or
the CSM-RA) may be provided in format of an ISA Report if it confirms conformance to
the CENELEC standards and/or through an AsBo safety assessment report if it
confirms conformance to (the required parts of) CSM-RA.

Note: Alternatively to the acceptance of such evidence by other parties, the NoBo may
perform the related conformity assessments by itself as part of the TSI evaluation.

The tasks of the three Conformity Assessment Bodies (CAB) ISA, AsBo and NoBo
require good co-ordination:

1) The Applicant must ensure, that his product/installation satisfies all related
requirements of TSI + CENELEC + CSM-RA + other legislative or contractual
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requirements relating to ‘safety’. Note: This causes typically no problem, as the
different requirements overlap and integrate well.

The Applicant must ensure, that all safety related aspects of the
product/installation are systematically evaluated by either ISA, AsBo or NoBo as
appropriate. Double assessment should be avoided. Gaps between the
assessments shall be avoided.

The responsibility for evaluation against the TSI requirements lies with the NoBo.
The evidence for this evaluation will in parts be contained in the relevant ISA
and/or AsBo reports. When contracting such a combination of activities to ISA,
AsBo or NoBo, it must be ensured by the Applicant when allocating the tasks that
the NoBo must eventually become able to trace that all requirements are fulfilled
in order to provide the EC Certification.

The Applicant or the manufacturer must decide, whether the development life
cycle for his product/installation will either:

a. directly aim to demonstrate the safety of that specific application, or

b. (based on commercial interest / based on the re-useability of the product
design) also the safety of the generic product or the generic application
shall be evaluated.

As a generic product may be evaluated, long before AsBo or NoBo are
contracted, this task is often contracted from applicants to an ISA.

The evaluation of the generic application is largely compatible with the concept of
NoBo IC evaluation. This task may be assigned partially to both 1SA and NoBo.
The evaluation of the specific application is largely compatible with the concept
of SubS evaluation. Depending on the applicable TSls, this task may be
assigned partially to a combination of ISA, AsBo and NoBo.

5) If the Applicant decides to contract the tasks for ISA, for AsBo and for NoBo to
the same body, the Applicant must ensure that this body is competent and
accredited/notified as required to perform all the tasks.

Note: Interdependence between a CSM-assessment and a NoBo assessment may
arise. It is recommended, that AsBo and NoBo coordinate their tasks in this respect.

The following drawings offer a comprehensive view of the CMS present situation both
in the RST and CCOQ/CCT fields, in order to show the different shares of workload and
scope of activities.
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1) OVERALL PROJECT CSM-RA VERSUS TSI BASED CSM-RA

Currently only CCS and LOC&PAS TSls make reference to CSM-RA activities. In
order to distinguish the TSI based CSM-RA from the overall project level CSM-RA this
document uses in the following the terms TSI-CSM and CSM. The TSI-CSM and/or
ISA reports are a mandatory input into the NoBo assessment. The CSM assessment
on project level has typically no input into the TSI assessment, but the TSI assessment
itself will be an important input for the project level CSM assessment.

1.1) OVERALL PROJECT LEVEL CSM-RA EVALUATION:

In relation to the overall project scope CSM may apply, only if the applicant (often the
manufacturer) considers that the change introduced to the rail system by the project
scope is significant (otherwise the safety management requirements of CSM-RA will
not apply).

Overall project level CSM-RA assessment is beyond the TSI compliance assessment
performed by the NoBo.

In case of TSI LOC&PAS and TSI CCS different scopes must be covered by TSI-CSM:
1.2) LOC&PAS TSI BASED CSM-RA ASSESSMENT BY NOBO:

Typical situation in RST projects:

TSI-CSM-RA assessment will cover requirements that are essential to NoBo and
DeBo and those covered by the safety management of the full scope of the project.

In RST projects TSI-CSM is only mandatory for very small sections of the project
scope.

Self-

NoBo assessment
to evaluate TSI scope

TSI-CSM
assessments
scope 1

scope 2
scope 3
scope 4

scope 5

DeBo assessment
to evaluate NTR
scope

assessment by
applicant to
evaluate the
remaining parts
of the essential
requirements
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TSI LOC&PAS demands mandatory application of TSI-CSM for certain specific and
isolated requirements covering very small areas scope. The safety assessment
report(s) for this TSI-CSM required from TSI LOC&PAS shall be used as evidence
document for the TSI assessment by the NoBo. They must therefore be completed
before the NoBo can finish its evaluation. A substitution by ISA reports is not possible
because of the strict TSI requirements.

1.3) CCS TSI BASED CSM-RA ASSESSMENT BY NOBO:
Typical situation in CCO/CCT projects:

TSI-CSM Assessment will cover requirements that are essential to NoBo and DeBo
and those covered by the safety management of the full scope of the project.

TSI-CSM/ ISA evaluations cover very large sections of project scope.

NoBo assessment to evaluate TSI scope

TSI-CSM and/or ISA evaluation

H1N Slenjeas opuawissasse 0ogag
sjuswaunbal [equasss auy Jo sped Buuewss
ayj sjenjena o} juea|dde £q jualissasse-jlag

The CCS TSI refers to TSI-CSM as “supporting evidence” (table 6.2 and 6.3) regarding
safety assessment.

The TSI CCS does not necessarily require TSI-CSM safety assessment reports (it is
only one option). If the safety requirements are alternatively covered within other
evidence documents (e.g. an ISA report following the CENELEC standards), then a
TSI-CSM safety assessment report could be replaced by an ISA report.

Combinations of both are acceptable, as long as there is no gap.
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